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Abstract: Due to the rapid development of the internet, P2P (Peer-to-Peer) data communication system has
become one of the most converient and fastest transmission methods. But the transmission quality will be
affected by the traffic flow, so the available bandwidth estimation technique has to be designed and adjusted
adequately according to the characteristics of the network service. Up to date, the multimedia streaming network
bandwidth estimation techmque has become the most popular topic. And this P2P related technology can be
applied to local area communicating architecture, such as college campus or community etc. So that this study
unplements pathChirp bendwidth estimation mechamism to an embedded system with CPU of TI DM365
under Linux Operating System (OS). At the beginning, NAT (Network Address Translation) must be
penetrated. Then the available bandwidth of the network environment will be calculated to determine
the compression rate of codec H.264. After experimenting in three different network environments, we
find the proposed mechanism that can really get a smooth video picture no matter what the traffic circumstance

changes.
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INTRODUCTION

Owing to the development of the instant messaging
network to transmission real-time voice call in the internet,
so an extension of the current video conference to video
streaming live video multimedia services as have been
developing. Then, over TCP (Transmission Control
Protocol) protocol sending more of its video packets
through the application software program UDP (User
Datagram Protocol) and video transmission packets which
will be our discussed keynotes. In short, the main purpose
of this study 1s:

* In Linux OS5, mterface bandwidth with pathChirp
point estimation mechanism to estimate the available
bandwidth

* By DM365 digital media processor with digital signal
processing DSP  (Digital Signal Processing)
technology; bandwidth adjustment under different
H.264 compression ratios, to maximize the
effectiveness of the limited bandwidth

Relative On  the
heterogeneous network real-time available bandwidth, up
to date in the intemet, the bandwidth estimation 1s divided
into passive (Passive) and active (Active) two categories

literature review: issues  in

(Wu, 2008). Because, the active estimation can quickly
estimate the existing bandwidth, so most of the literatures
have adopted active packet estimation method.

Generally in the market, it has many estimation tools
such as IPerf (3ao et al, 2007), ThruLay (Jain and
Dovrolis, 2010), TOPP (Chimmanee and Wipusitwarakun,
2008), Pathl.oad (Melander et al., 2000) and pathChirp
(pathChurp, 2012). We select TOPP, PathlLoad and
pathChirp three kinds of bandwidth estimation methods
for comparison and choose the most efficient and
immediacy pathChirp for our implementation.

P2P: The P2P emphasizes on the End-to-End,
Program-to-Program, Computer-to-Computer (PC to PC),
People-to-People the four kinds of direct relationship
established network architecture and it allows client being
& server.
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Nat firewall: NAT has internal and external TP mutual
conversion technology from the address limitation of
physical IP in IPv4. An external IP address through the IP
router can be divided into a group of addresses to provide
for internal IP address 192.168.0.x assigned to all internal
computers.

STUN: STUN set m RFC3489, the mam probe 1s
penetrating into NAT TP and Port Number of auxiliary
methods and as a solution to commonly used in VOIP
(Voice Over Internet Protocol) penetrating NAT firewall.

pathChirp bandwidth estimation: pathChirp (Alim et af.,
2007) principle is based on the concept of self-induced
congestion (L1, 2009) by the packet Chirps Method to
dynamically measure the remaining network bandwidth
shown m Fig. 1. PathChup substitutes SLoPS
(Self-Loading Periodic Stream) (Chen et al, 2007)
equidistant packet interval with exponentially increasing
packet mterval.

PathL.oad bandwidth estimation: Pathl.oad is a proactive
End-to-End available bandwidth estimation tool, using
SloPS (Zhang et al, 2012) estimation method, by PCT
(Pairwise Comparison Test) and PDT (Pairwise d
Diference Test) (Wen, 2011) methods detecting networlk
mndividual delays. The packet transmission rate 18 R
bit/sec and each probe packet will mark the time stamp
when the receiver receives packet stream, then it can
calculate each packet delay time OWD (One-Way Delays).

TOPP bandwidth estimation: TOPP’s (Trains of Packet
Pairs) principle 1s based on PRM (Probe Rate Model)
(Yu et al., 2009, Zhang et al., 2010) and the sender sends
a packet pair (Jain and Dovrolis, 2003; Chen, 2010) to the
recelver, assuming the packet pair size L bits, the interval
between packet pairs, the packet transmission rate
Ri =L/s. While R is greater than the available bandwidth
A, the second packet occurs i1 queuing situation and the
receiver receiving rate Ro will be less than the
transmission rate Ri. If R 13 less than the available
bandwidth A, then Ri = Ro, same as the SloPS
(Castellanos et al, 2006, Sargento and Valadas, 20086;
Strauss et al., 2003).

1 2 N-4 N3 N2 N-1 N
— e Time
Ty N2 Ty Y2 Ty T

Fig. 1: Chirps packet transmission diagram

DM365 platform: DM365 has DaVinei platform with DSP
processor-based combination development tools which
can help developers to achieve ultra high definition digital
video images in multimedia design. DM365 integrates
numerous components such as H.264, MPEG-4, MPEG-2,
MIPEG and VC1 encoder.

MATERIALS AND METHODS

Community-video intercom software design: Based on
community-video intercom with pathChirp bandwidth
estimation method as measures the sender and receiver
immediacy available bandwidth. So, coupled with RTP
header, the captured image can adjust H.264 compression
ratio and transmission rate then put the encoded
compressed live video packet to receiver, finally show live
video image through LCD (Liquid Crystal Display)
receiver shown in Fig 2. Commumty-video intercom
operation steps shown as following:

¢ The user presses door sender call button and sends
a request signal to door recever

»  When receiver receives a signal, server will send a
signal to inform pathChirp to enter the bandwidth
estimation process

¢ Then pathChirp server will send -3 (Sender TP and
Port Number), -r (Receiver IP and Port Number), -t
(bandwidth estimation time) three parameters to
receiver, thery, it will start estimating the measurement
bandwidth and inform sender the available measured
bandwidth

¢+ The sender camera captures images, based on the
amount of available bandwidth and dynamically
adjusts the compression ratio and the transmission
rate of H.264

»  Through RTP (Real Time Protocol) header sender
gets the used encoder data sources, a series of
compression position packets and chronological
order, so that receiver can find the corresponding
decodes and correct playing order

Indoor machine O]

©) Outd(_)or
machine

Receiver/Client2

H.264
decoder

Fig. 2: Community-video intercom software system
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Server notify receiver
the sender will connect

v

Receiver sending
UDP packet to sender

No Sender reply packet

to receiver

packet and resend UDP packet
CHALL_REPLY to sender

\

Bandwidth estimation begin, sender
send test packet to receiver

Estimation end

Fig. 3: pathChirp program flowchart

[ Receiver receive the reply

*  When the receiver receives RTP header compression
packets, the dismantling gets Payload Type,
sequence number, timestamp three parameters

* After getting sender’s encedes by Payload Type,
then it begins decoding operation and getting packt
sequence through sequence number

pathChirp bandwidth estimation software process: To
achieve pathChirp Linux OS, the program unit is divided
mto pathChirp rev, pathChirp snd and pathChirp run.
pathChirp_run installed on pathChirp server host, its aim
is to inform the position both sender and monitor;
pathChirp rev  mstalled on receiver, establishing
connecting between sender and receiver, it needs to
mformn receiver through server host then UDP packets
send notifice to establish a comnection; pathChirp snd
mounted to sender, it estimates estimation packet to
measure real-time bandwidth between sender and receiver.
pathChirp server installed on monitor, it performs the
recelver and sender bandwidth estimation process, shown
in Fig. 3

Whole processes in estimation, pathChirp server is
only responsible for original receiver sending a packet to
sender for connecting and the packet contains -s, -r and
-t. As 1s completed by sender and receiver and the
detailed schematic between these parties shown in Fig. 4.

pathChirp detailed procedures as follows:

¢ Receiver pathChirp rev program opens TCP port
7365, UDP port number 8365

»  Sender pathClhirp snd also will open UDP port
number 8365

»  Server momitor pathchirp run program commects
receiver and passes the -s, -, -t three parameters to
recelver

» After recewer receiving monitor mformation to
initialize and attempting to connect sender, it sends
setup socket to sender, asking for REQ CONN,
written packet, cc = 52, run select requesting to
establish a cormection

» Imtializing receiver, sending a program creates chall
number. After receiving connection message, it will
send chall pkt to receiver

*  Receiver receives chall pkt as coming from sender to
obtain chal no and it will send CHALL RE PLY to
notify sender

»  When sender receives challenge reply, it begins
sending Chup probe packet to receiver and

proceeding bandwidth estimation

The bandwidth estimation of pathChirp will
set bandwidth estination nterval between 10 Mbps

to 200 Mbps. So, repeating interval estimation
procedures, it converges to a value and the
value after COIV eTgence being available
bandwidth.

Firewall penetration software procdure: The steps
described in section (A) are prerequisites for both sender
and receiver performing in the entity TP environment. So
in Fig. 4 procedures, NAT firewall blocks receiver to send
comnecting packets to sender, resulting in bandwidth
estimation stop.

Then, we are particularly joming NAT firewall
penetration P2P in bandwidth estimation program. And, it
needs a firewall penetration to send data between sender
and receiver as defined Client] and 2, through firewall P2P
traversal way to allow sender and getting
connected shown in Fig. 5.

NAT firewall of Client] and 2 open each active UDP
protocol port number and send UDP packet to STUN
server. If Client] 1s going to connect with Client2 P2P then
Client] takes the initiative in sending probe packets to

recelver

Client2. If Client2 receives the packet and replies to
Clientl, then it does not need to pass through firewall
program and directly go mto bandwidth estimation
procedures. Then, Client2 will take the initiative in
sending UDP packets to Client] and Client] will get TP and
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Server

athChi

pathChirp_run begin connecting Rev.
and make message transmitting to Rev.

Sender/Client1 Receiver/Client2

After receiver received the message and initializing
then try connecting sender and sending asking for

pathChirp_snd REQ_CONN to sender

pathChirp_rev

N

Wrote packet, cc = 52, running select
Pathchirp_snd starting
UDP 8365 port

Pathchirp_rev starting
TCP 7365 port

Sender establishing chall number snd and
sending chall pkt to receiver

A\

Receiver receiving chall pkt and getting chal no then
sending CHALL_REPLY to sender

N

After sender received challenge reply then
starting bandwith estimation

v

Fig. 4: pathChirp detailed proceeding scheme

P2P begin

Clientl and Client2 sending a UDP packet to
server, respectively

Server resending UDP packet to Clientl and
Client2, respectively

[Clientl will send connecting packet to Client2]

Yes

Client2 reply to Client1

Client1 sending UDP packet to tell server that
will make a P2P connecting with Client2

v

[ The two end are physical IP, don't need [
[ Server sending UDP packet to tell Client2

to proceed the through-firewell processes ]

v
P2P end

that will make a P2P connecting with Client1

v
Client2 sending UDP packet to Client] ]

v

Clientl and Client2 sending
making connecting

%

Fig. 5: Firewall penetration program flowchart

port number to pass through firewall and open  »

Clientl opens the UDP port number and then sends

up connection between these two Clients shown in
Fig. 6

As the following step 1-4 which take the initative in
logging onregistration from the Client to Server. After the
Step 5, 1t will take firewall penetration action:

1577
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Sender/Client1
122.116.191.52 -

Udp 9896 call 6060.0
Server reply pakeet to Clientl

Clientl send to Client2

Starting pathChirp bandwidh estimation

Server reply packet to Client2
\ Udp 9896 call 6060

Receiver/Client2
201.117.117.18

Client2 P2PTrash throw packet to Client]
then Port 9896 openning

Fig. 6: P2P Firewall penetration shcematic diagram

*  And after writing to the packet and sending back to
Clientl, Client]l take the position of IP and port
number of entities located outside NAT firewall

¢+  During connection, Client? also opens UDP port
number and sends UDP packet to Server, packets
containing Client2 physical IP and port number

*  Onreceiving Client2 packet, it records the physical TP
and port number of Clientl and 2. After waiting the
packet and sending it back to Client2, Client? takes
side with the physical IP and port number outside
NAT firewall

¢« When Client] intends to establish a connection with
Client2, we must issue a request to server and
establish P2P connection with Client2

¢ Server sends a notified packet to Client2 and advises
Client] intending to establish P2P connection, while
the closure contaming Client]l address and other
information

* After Client2 receiving server commection packet, it
will take the mmtiative in sending a UDP packet to
Client] and make Client]l recognize Client2 address
and other information

¢ After Client] receiving Client2 packet, it will send a
packet to Client2 and make its connection successful
or not

¢ If P2P comnection is successful, then it starts
pathChirp bandwidth estimation

Software implementation of image accessed unit: [mage
accessed umt: the implementation uses the camera lens
module provided by OmniVision company and the
camera model is OV9650 and 1.3-megapixel image
quality. The image transfer interface adopts an 8-bit UYVY
format connected to DM365. Of SXGA (Super eXtended

Client1 will tell server P2PTRANS to Client2 in advance

Server
140.124.42.169

Port 6060

Server will tell Client2 tell Client2 P2PTRANS in advance

Graphics Array) resolution, the highest resolution
attains a levelof 15 images per second In DM3567s
pin from CCD-DATAO to DATAS and from CMOS D8
to D11 which eight pins are used to make a simple image
transfer data line. And we use I[2C (Inter-IC) for
controlling OV9650 to read and write shown in
Fig. 7.

Once the control signals and data lines connected to
CPU, the next part of driver must be implemented in order
to communicate with Limix OS. Since, we implement Linux
VideodLimx (VideodLimux V4L2, Tune 2012) as API
{Application Program Interface) access mterface layer, it
must be appropriately adjusting the driver’s part to
connect the necessary image information.

The H.264 encoding/decoding implementations: The
driver unit can be accessed by VALZ (VideodLinux2)
(VideodLinux VAL2, June 2012). interface and the image
access unit’s coding processes shown in Fig. 8.

DSP through V4LZ2 mterface imtializes encoder/
decoder engine (CERuntime init) and DSP and ARM
DMAI (DaVinc
Multimedia Application Interface) (Dmai_imt). Thern, it
sets the input and output buffer space (Buffer create) and

multimedia application interface

evokes camera lmage access thread which image
information through V4L2 will continue to remove the
original 1mage data for encoding/decoding operation
(Vencl process). So that the camera lens module images
obtain UYVY format, it is converted to H.264 encoder for
DSP which can accept NV12 format.

RTP implementations: All audio and video packets meet
real-time which must provide a large and fast transfer rates
through UDP protocol.
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Fig. 7: Pins diagram
- DDR2 EMIF
Composite
_ VPBE | analog video
[ Initialization encode and decode engine (CERuntime_init) ] [Video 0 datg o ) :> DAC | output
v &) z (NTSC/PAL)
o o = VPBE
[ Initialization DMAI (Dmai_init) ] = >
v s peEn
i & & Digital | . .
[ Open encode and decode engine (Engine_open) ] [Video 1 data :) LCD Digital
v controller| ©UPUt
[ Set encoding engine speed (Params.mixBitRate) ]
v
[ Establishing video encode and decode unit (Venc1_create) ] Fig. 9:- DM365 ShOWillg mterface simplified block diagram
v
[ Alter video format ] L.CD presentation unit: For an image shown, we use
% ATO (AU Optronics) 10.1-inch TFT-LC panel which has
[ Set input and output buffer area space (Buffer_create) ] aresolution of 1024x600 and a communication interface of
\Z LVDS (Low-Voltage Differential Signaling) where DM365
[ Awake camera video access thread ] interface has RGB format. Therefore, we need to add an
- \Z interface to accomplish the conversion.
{ Set input and output buffer area space (Buffer_create) ] Figure 9is asimpli fied block diagram ShOWiI]g DM365
—____V interface, once the first step in video data as is available
Make original video data encode and
decode action (Vencl_process) through the control of the buffer. And then, after VPBE

End

Fig. 8: DSP encode/decode flowchart

Although, the transmission speeds quickly, there is
frequently packet loss, duplicated packets, failing order
situation.

{(Video Processing Back End) processing, the image will
show on the display panel.

RESULTS AND DISCUSSION

Hardware implementation
Introduction to implementing hardware platform: The
implemented hardware environment has a LCD touch
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Fig. 13: The indoor machine physical inside-view

display and directional microphones door machine with
photographic  lens  which
network.

Figure 10 and 11 is the physical picture of our
experimental hardware platform door machine which the
bandwidth estimation sender is in pathChirp. When door
camera receives the available bandwidth value, as will
immediately be adjusted by H.264 video packet

commumcate over the

transmission rate. Then, it puts video compression coding
into the packet header of RTP packet and via UDP
transmitting to door machine (receiver) to decode and
proceed. Figure 11 shows the structure of motherboard
and other hardware door machine, sending its video
signal over the network port by UDP protocol interfaces.
Figure 12 and 13 1s the experimental hardware platform
photos for our mdoor machine. Figure 13 1s a motherboard
and internal structure of indoor machine which is also
transmitting video information over the network.

Implemented case; both devices on WAN and all have real
IP addresses: The equipment, bandwidth estimation and
P2P penetrating firewall servers are set up in physical TP
address: 140.124.42.161 on host computer. The indoor
machine 1s put on a physical IP address: 140.124.42.163
and the outdoor machine: 122.116.191.52 under LAN. And
then, the outdoor machine under AN, as is put a virtual
IP address 15: 192.168.0.195. Through DMZ, (Demilitarized
Zone) (DNZ, Tune 2012), we set outdoor machine NAT
outside firewall port number to get a stable connection
and physical TP. The practical case device with its
physical TP address shown in Fig. 14.

Moreover, we will set up NAT port number
corresponding to the outdoor machine as a physical IP
address. This part does not affect the terms of the two
devices communicating with each other, so the flow of
operation are summarized as follows:

s After the devices being connected, the two devices
take the mitiative in registering the 140.124.42.161
server. Server returns the packet to the two host
devices and then both devices will be mformed the
external physical [P and port number with each other
by the packet

s After outdoor machine being pressed the button
which starts judging of network type. Server will
mform outdoor and indoor machine the physical IP
and port mumber. After the judging, it will find that
the two devices all have physical TP. Then, it can
directly communicate with specified port number

»  After confirming the communication with each other,
bandwidth detection action will go on. And, indoor
machine woken by main program to evoke
pathchirp rev which is to wait receiving. Finally,
outdoor machine executing pathchirp run, as is to
perform the assigned initial bandwidth detection, test
time 30 sec. Then, outdoor machine starts sending
estimated packets to indoor machine, shown in
Fig. 15 In the figure, we can get the sender and
receiver physical I[P address and preset the
bandwidth estimation range at 10-200 Mbps
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The two devices initiatively register to server

Outdoor machine
NAT
122.116.191.52 <

P2P
server

( Indoor machine
SN
re

Sender/Client1
0 AR () O

Port: 9896

ThroughDMZ to set firewall
port and make it the
same as true 1P

Reply to inform public and port
number, respectively

Receiver/Client1

Fig. 14: The indoor and outdoor machine lie m WAN schematic diagram

Sender host is:

Fig

Fig.

122.116.191.52

Receiver host is: 148.124.42.163

Opening file: 122_140_1342366213.insthu

. 15: pathChirp bandwidth estimation execution
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16: The measured bandwidth under the public TP

As shown in Fig. 16, the measurement results from
each case under Public IP (external) and imndoor
machine will send the available bandwidth values,
measured between outdoor and indoor machine. By
Fig. 17, both ends measure the available bandwidth
2.566 Mbps 1n the lower right comer under physical
1P

While outdoor machime gets the available
bandwidth data as will be adjusted in accordance
with H.264 transfer rate. Because of the available
bandwidth of 2.5 Mbps, we will adjust H.264 transfer
rate to 1.5 Mbps. Shown m Fig. 17, outdoor machine
has frame transmission rate about 10 KB. Therefore,

the average transmission rate of packets per second
is 10 KB*8*15 = 1.2 Mbps

Fig. 17: Adjust the H.264t transfer rate to 1.5 Mbps
CONCLUSION

Through a network of real-time audic and video
presentation which has become an integral part of life that
now we need. Whether it 1s a network of P2P video
download communication network or the real-time video
surveillance cameras delivery, we are likely to encounter
the heterogeneous bandwidth because of different
networks connecting. In order to solve this problem, we
try to get the available bandwidth between clients
through pathChirp bandwidth estimation techniques,
according to the available bandwidth as the transmission
rate resizing H.264 video coding compression ratio. Of
practicality, we will use pathChirp bandwidth estimation
method, implemented in DM365 embedded CPU, then put
1t into the community-based video intercom system.

Although, we have measured three types of network
enviromments, we still lack the practical measurement of
bandwidth fluctuations in the internet. Therefore in the
future, we hope to continue obtaining
information for estimating the available bandwidth in the

real-time
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network, coupled with the ongoing dynamic adjustment
of H.264 video compression ratio and to maintain
immmediate image fluently.
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