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Abstract: Figerprint identification systems are one of the most well-known and widely-used biometrics because
of their inherent ease in acquisition, the numerous sources (ten fingers) available for collection and their established
use by law enforcement and immigration services. These systems rely on the unique biological characteristics of
individuals to accurately verify their identities. To get reliable and accurate verification results, these systems need
high-quality images. Fingerprint image quality 1s achieved by using noise-free images in the pre-processing and
filtering stages. In this study, we utilized several techniques to improve the image such as smoothing, up
sampling and gradient. This combination was made by using two coefficient parameters (a, B) with different values
to enhance the quality of images and remove the unwanted distortion or noise that affect a fingerprint recogmtion
system. The method is applied in the pre-processing stage to get a noise-free fingerprint image with high accuracy
factor.
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INTRODUCTION

Biometric identification systems are based on the ways
in which individuals can be uniquely identified through one
or more distinguishing biological traits such as fingerprints,
hand geometry, earlobe geometry, retina and iris patterns,
voice waves, Deoxyribonucleic Acid (DNA) and sighatures
(Imamverdiyev et al., 2013). Fingerprint identification
system 1s one of the most popular biometric technologies
and the performance ofa fingerprint image matching
algorithm depends heavily on the quality of the input
fingerprint images (Kayaoglu et al., 2015).

Papillary lines allow buildng a flow map for a
fingerprint. On the basis of the flow map, it 1s possible to
recognize loops, deltas and whorls their position and
orientation. The advantages of the fingerprint image
recognition are the use of relatively sunple, mexpensive
scarmers and the higher efficiency of the matching process
inthe case of low resolution images (Nagar et al., 2010). A
good quality fingerprint image has about 40-100 minutiae.
Minutiae are points of interest in a fingerprint tip such as
ridge bifurcation and ending (Cappelli e af., 201 0a, b). The
bifurcation is a single ridge that divides into two ridges
while the ending 1s a ridge that ends abruptly (Khfagy et af ,
2016) as shown m Fig. 1.

Images are those types of data that are widely used in
various areas (Xu and Veldhuis, 2010a-c). Noisy and
poor captured mmages that result i false generation and
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Fig. 1: Ridge bifurcation and ridge ending
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loss genuine of minutiae are a challenge in any fingerprint
image recognition system (Xu and Veldhuis, 2010a-c).
Noise in fingerprint images may occur due to variations
in skin and impression conditions such as scars, humidity,
dirtand non-uniform contact with the fingerprint capture
device which distorts the clarity of the ridge structures (Xu
and Veldhuis, 2010a-¢). The main goal meludes building a
trustworthy data model to represent randomly orented
lines of the fingertip and finding ways to compare the
models with the highest accuracy in the minutiae matching
stage (Cappelli ef al., 2010). Any identification system
design should consists of two major steps, namely,
enrollment stage and verification stage (Hiew et al.,
2010).The enrollment stage includes capturing a fingerprint
image from a sensor device with the following extractor
identifying the features of the fingerprint image and storing
them into an enrolling template in system database. Tn the
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verification stage, matching algonthms are used to compare
previously stored templates of fingerprints against the
candidate’s fingerprints for authentication purposes (Can
and Lin, 2009).

MATERIALS AND METHODS

Fingerprint image capture: Get an accurate image of a
fmgerprint through a scammer with a resolution of 500 dpi.
A resolution of 500 dpi is also the standard fingerprint
resolution of the federal bureau of investigation for
Automatic Fingerprint Identification Systems (AFIS) using
minutiae (Jain ef al, 2007). At this accuracy, the proximity
of the ridges to each other leads to the possibility of some
distortions in the image of the fingerprint as a gluing of
adjacent ridges because of the fingerprint image taken not
clear or because of a wound m the finger skin. Also, some
dirt on the finger skin or on the scanner may significantly
affect the image quality, so, we double the image to 1000
dp1 using the followmg Eq. 1:

a(x,y) =(b{x,y) *T+b(x+1,y)(1-7)) * T+ O
(b(x,y+1)* T+b (x+1,y+1)(1-7)) *(1-T)

where, T 1s equal to 4 n case of doubling. Potential
deformations can be reduced or minimized by increasing the
umage resolution as shown in Fig. 2 and 3.

Image smoothing: Smoothing filters are used for blurring
and noise reduction. Blurring 1s employed in preprocessing
steps such as removal of little details from a picture before
(large) object extraction and bridging of little gaps 1n lines
or curves.

Noise reduction will be accomplished by blurring with
a linear filter and m addition by nonlinear filtering (Mapomni
et al., 2017; Gonzalez and Woods, 2002a, b).

In this study, we calculated a quarter of the output
value of the filter, since, we also doubled the brightness of
the image. Linear filtering of the image of 1000 dpi with a
5x5 filter mask 1s given by the expression (Gonzalez and
Woods, 2002a, b):

£(xy) = (X0 X, L), ) (2)

We used the value (zero) in the center of the filter to
get the best smoothing results shown in Fig. 4. After
smoothing, we calculate average brightness for every 2x2
block and prepare the similar smoothed image for 500 dp1
as shown in Fig. 5:

S = (f{xy)+E(x+Ly)+E(x,y+ 1)+ (s Ly+1) /4 (3)
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Fig. 5: Smoothing image 500 dp1
RESULTS AND DISCUSSION

Difference up sampling: Tn fingerprint recognition
programs (AFIS), the Fingerprint Orientation Field (FOF)
feature is a global characteristic. Traditional methods based
on the FOF are commonly usedbut they are very sensitive to
noise resulting from low quality fingerprints such as oil,
moisture, dust, wrinkles, scars, breaks, ete., (Tashk et ai.,
2010). The way to improve the performance of fingerprint
recognition is to establish a good model for the FOF
(Bian ef al., 2018) which 1s of great importance for image
processing (Gu and Zhow, 2003). A well-known method to
improve the FOF is the Convolutional Neural Network
(CNN). There are many non-linear functions, amongst
which max pocling is the most common. Ttsplits the
input picture into a group of non-overlapping rectangles
and outputs the maximum for each suchsub-region. The
pooling layer serves to piecemeal reduce the spatial size of
the representation to minimize the mumber of parameters
and amount of calculation i the network.

In this study, we suggest an effective algorithm to
find the FOF (Ma et al., 2010). We use smoothed 1image
(1000 dpi) and calculate up sampling differences by
specifying a block of 2x2. We accumulate the sum of the
neighbors into block and place the result m special
variables for each block. The sum of the block h (the
vellow color) is accumulated and stored in the variable
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Fig. 7: The scheme to calculate; a) The difference along
v axis and b) The difference along x axis

Sh; the sum of block b (the blue color) in variable Sb; the
sum of block d (the gray color) in the variable Sd and the
sum of block f (the green color) in the variable Sf
(Doroz et al., 2018; Lee et al., 2008) as shown in Fig. 6.
Each block is accumulated in the form of:

Shix, y) =f(x+1, y-1)+(x+2, y-1)+

(4)
f(x+1, y)H(x+2, y)
Sb(x, y) = f(x+1, y+1)+f (342, y+1)+ (s)
f(x+1, y#2)+f (x42, y+2)
Sd(x, y) = f(x1, y+1)+f(x y+1)+ )
f(x-1, y+2)+f (x, y+2)
Sf(x, y) = f(x-1, y-1)H{x, y-1)+ 7

f(x-1, y)+(x, y)

The difference along x-axis based on the image
1000 dpi is caleulated in the form:

dx(x,y) = Sh+Sb-Sf-8d ()

and the sumilar difference along v axis (Fig. 7 and 8):
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Fig. 8 The pictures for: a) The difference along x axis and
b) The difference along v axis, based on the unage
500 dp

Fig. 9: a) Arguments of gradient .(x, y) and b) Magmtude
of gradient m (%, y)

dy(x,y) = Sh+Sb-Sf-8d ©)

The results dx, dy and s are stored in new three layers
using 500 dpi in the form of:

dxt[%,%}—dx(x,y) (10)

Y| 11
dyt[Z,zj dx(xy) (an
St[;{gj ~g(x.y) (12)

Gradient calculation: In general, the gradient 1s used to
describe the gray level variation in a fingerprint image. It
can be applied to study the behavior of each block of
pixels in terms of the value of its gradient in relation to

flows of a fingerprint ridge. By Sulong and Saparudin
(2015), the methods
presented.

In this study, we calculate the gradient, using our
results obtained n the previous paragraph We used
layers for dx and dy (500 dp1) to calculate the gradient
direction through the following equations (Wang and
Schroder, 2005):

of gradient calculation are

m(x, y) = Jdsi(x y)+dyi(x, y) (13)
e (x v = A dyy 14
( :Y) uezau[ dXT} (14)

This method has a number of advantages. First, there
are no spaces between pixels when detecting a gradient;
second, the calculation of differences at 1000 dpi makes it
possible to build gradient at 500 more accurately. This will
enhance the quality of a fingerprint image processing
(Fig. 9).

CONCLUSION

An accurate estimation of the FOF is an essential
step in the overall fingerprint recognition process. In this
study, a new method to measure gradients was proposed.
This method presents a different perspective on the
problem of gradient estimation. The method is
implemented in several stages to achieve the results. The
first stage 1s the image enlargement to double resolution
the second one is smoothing the image using the 5x5
filter; the third 1s calculating the dx and dy differences
based on the 2x2 block, the fourth is up sampling and
building the gradient. This methed 1s realized in Visual
Studio C++. The results of image processing. Future work
will focus on identifying loops and deltas based on the
results of this study.
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