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Abstract: The ink-on paper technique or off-line approach indicates obtained the ink impression from the skin
surface of the fingertip on paper, that is still used in daily-life routines like applications of forensic, issuance
of passports, personal identification, security card and as well as request permission of residence in countries
that have highest security and other issues that require immediately fingerprints on paper. In this study, we
built a new Database for Fingerprint Recognition Systems (DFRS) by different participants from the academic
staff, students of University of Anbar and others. Each participant rolled ten times of thumbprint, five left and
right of thumbs on a form. After scanming all forms by the high-quality scanner, we cropped all the images of
fingerprints and applied a number of preprocessing stages. Therefore, the database includes 1700 images for
training and testing of fingerprint recognition systems. The DFRS-dataset will be freely available for the

purpose of researchers.
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INTRODUCTION

The word “biometric” 1s derived from two Greek
words “bios” (life) and “metrics” (measure). Biometric ID
of a human uses various characteristics such as
fingerprint recognition, face recognition, DNA eye and
other kinds of biometrics to confirm the human identity
and authority because it 13 easy to use, fast, trustworthy
and accurate. Because (for the) rapid development of
technology in the world today, people have begun to
demand high secunity for this matter (Ogbanufe and Kim,
2018; Gomez-Barrero et al., 2018; Nigam ef al., 2015).
Today mainly focuses on “Biometric” m order to achieve
higher security because the set of passwords has become
more complex and problematic to people, since, it 13 easily
broken and unreliable. While biometric systems itself
characteristics can be summarized not be lent, forgotten
or taken (Al-Ani, 2013; Mansouri and Pourreza, 2017,
Li and Zhang, 2012; Subban and Mankame, 2013).
Fingerprint recognition is a kind of biometric system for
identification or confirmation and widely used in the
criminal justice of all kinds, especially, when the absence
of DNA to check the identity of the offender and also in
exchange salaries and to find out times of entry and
exit of the staff at universities or other circuits as well as
providing ultimate protection by controlling access to the
safe areas. It 13 also used today so much to open access
code in the cell phones. A fingerprint pattern 1s different
even for the identical twins (Kouamo and Tangha, 2016).
The offline fingerprints or ink-on-paper fingerprint is a
way through which you can get fingerprints of any type
of fingers using the ink on the tip of finger and then

pressure gently on the paper, this method is used
currently in the government departments as well as in
countries when requiring the residence permanent
(Camacho et ai., 2017; Ibralum et ai., 2017).

Several attributes of fingerprints: A fingerprint consists
of ridges and valleys m which ridge 1s the dark part while
valley 1s the white part of fingerprint that occurs between
the ridges, it does not change in life-time. The skeleton of
the fingerprint collection of five basic classes (Zhang and
Yan, 2004):

»  Arch: m which the nidges flow from one side to the
other and then leave the other side of the skeleton. It
consists of four types: plain, radial, tented and ulnar
arches

¢+ Loop: in which the ridges flow from one side of a
skeleton, create a curve and then leave on that origin
side of the pattern

»  Leftloop: fingerprint that has flow of one left and out
of the same side where it have a one core and
delta

»  Right loop: fingerprint that has flow of one rnight and
out of the same side where 1t have a one core and
delta

¢+ Whorl: in which the ridges create a circular around a
center of the skeleton

Figure 1 show the basic classes of the fingerprint.

Delta: Indicate the difference between two types of lines.
It has a shape (A).
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Fig. 1: a) Arch; b) Tented, ¢) Right loop; d) Left loop and E) Whorl

Core Point: It’s founded in the center of circle, in other
words founded in the inmost upwardly curve of the
fricion ridgeline possible contain one or more core points
or not contain.

Ridges: Is the curved line on the surface of the finger,
some of which are continuous and others end m a fixed
points called ridge endings as well as in some times two
of them come together called the bifurcation, the
bifurcations and the ridge endings and are called the
Minutiae. Fingerprint system can operate in two
approaches: authentication and identification. In
authentication approach, the systems authenticate the
person identity after mputting his fingerprint using a
one-to-one comparison between nput fingerprints and
those kept in the record to confirm the valid person. In
identification approach, the systems confirm the person
wdentity after mputting lus fingerprint and not claiming
perscnality information using a one-to-N comparison
between that input and all the fingerprints in database for
matching. Tt is the observed specially with the huge
database, the identification approach 1s more complex
than the authentication approach because the first one
needs to search all the fingerprints in database for the
match (Liu et al., 2007). The construction of the proposed
database will be used by many researchers who use
neural networks and other algorithms (Abdalkafor and
Sadeq, 2016; Taher and Sublu, 2018; Abdalkafor et al.,
2018a, b).

Literature review: Popular databases that are used to
evaluate the systems which proposed to enhance the
process of recognition are FVC2000/FVC 2002/ FVC 2004
(Maio et al., 2002a, b, 2004) and NIST Special Database:
NIST-4, NIST-9, NIST-10, NIST-14, NIST-29, NIST-30
(Watson and Wilson, 1992; Watson, 1993a, b, Watson
and Flanagan, 201 6; Watson and Watson, 2001; Johnson,
2010). First; The FVC contains three databases, the first
one 1s FVC2000 that collected from eleven participants:
seven academic and four mdustrial while FVC2002
collected from thirty-one participants: six academic,
twenty-one industrial and four others as well as FVC2004
database collected by some student volunteers from

the University of Bologna. Second; NIST special
database consists of some of versions as mdicated in
the top of a paragraph such as NIST special
database (2) that contains 5590 fingerprint images,
NIST-4 contains 4000 fingerprint images, NIST-10
contains 5520 fingerprint images with consistent metadata
files m each image and NIST-30 contains 6048 fingerprint
images.

Tain et al. (2017) collected 309 fingerprints from the
young children age group (range 0-5) years i hospital of
the Saran Ashram, India, The collection of these
fingerprints took four different sessions for 1 full
year.

Thirty-eight  fingerprints collected by
Chen et al, 2006) using ink-on paper technique to
demonstrate the efficiency of the proposed algorithm,
the results demonstrated the efficiency of the algorithm
when tested on legacy rolled fingerprint (JTha et af.,
2015). In thus study, the fingerprnt of the nght finger
was taken from 100 volunteers (81 male and 19 female)
by the ink on paper technique as in our proposal with the
blood group of the volunteer person. The study showed
that there 1s a correlation between fingerprints and blood
clots but as mentioned researcher, there should be a large
database to obtain more accurate results.

Naim et al. (2011) proposed MySQL fingerprint
database. This proposed system firstly, execute the
histogram equalization to mput of the thumbprint images
then applied some of methods to enhance the images
such as fourier transform, image binarization, image
segmentation then minutia extraction via. thinning,
minutia marking. Finally, the sample of thurty students
thumbprints have been stored in the MySQL database for
matching and biometric identification.

were

Why focus on ink-on-paper technique: The amn of
applied this technique in our proposed database to collect
mumber of fingerprint images for following reasons:
demonstrate the algorithms work that proposed to
improve the recognition process of fingerprint because
the offline technique need an efficient methods to
enhance the images after taken by a scanner, since, the
final resulting mmage contains some noise and salt
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and pepper more than the images by the device
sensors, so, the recogmtion system of images in a
first way is harder than the second one (Suman and Kaur,
2012).

Some drawbacks 1n sensor devices including: any
type of devices sensor (On-line technique) may be
affected by the quality of the surface finger’s skin at far
the time-term, probably the outer layer of the skin
eroding, so, it difficult to recognize this finger (Sano et al.,
2006; Suman and Kaur, 2012).

The sensor devices may be easily fooled by using
fake fingerprint (offline fingerprint image) to achievement
of entry to a system (Memon, 2012). It possible to fooled
these sensors by definition one of the fingers of any one
to another person, that’s what happened in one of the
universities when the staff entering to the official working,
1e., wput the mformation for the second persen using
another finger of the first person such as right thumbprint
because most of government departments are used the
left thumbprint, 1e., the first person has two of
fingerprints one for his and another one for the second
person.

MATERIALS AND METHODS
The proposed system consists of four stages:

¢+ Collect the fingerprint images from the various
participarts

¢ Segment the images after scanning

¢+ Apply the binarization and universe of discourse
methods

¢ Putthe images into two folders

These four stages are illustrated in Fig. 2.

Fingerprint image
>

Segmented stage

45

Binarization

<5

Universe of discourse

<L

Two folders

Five left
thumbprints

Five right
thumbprints

Fig. 2: The block diagram of the proposed system

Data collection stage: The most important stage of any
evaluate the performance of the system biometric 1s the
effort to collect the database (Maio et al., 2004) and
finding an appropriate source is the first step to build a
database (Al-Ohali et al., 2003). This study aims to collect
huge images of fingerprint taken from various ages,
genders, education levels and backgrounds. The
participants were asked to fill a form that includes: name,
age, sex and five squares of thumbprint to the left and
five to the right by applying ink to the tip of left
and right-hand thumb and place five times on paper with
a gently pressure to get an impression of entire tip of the
thumbprint. Figure 3 shows the original form of our
proposed database.

The form has been distributed among various groups:
The academic staff and students of university of Anbar as
well as some students of the final stages in the city of
Heet in Anbar, Traq.

Form scanning: All form pages were scammed using HP
color scanner with 300 dpi. The scanner scans the forms
which include five images each of the right and left
thumbprints and output in JPG format. Figure 4 shows the
form after scanning.

Segmented stage: Generally, only useful region to
recognize each image of fingerprint is a Region of Interest
(ROT) (Naim et al., 2011).We applied segmenting stage to

[Name [ Age [ Sex |

Fig. 3: Original form
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el AR] [ ARE 2m s phale

Fig. 4: Page form after scanning

@ (b) ©

Fig. 5: Page form after scanning

segment (manually) each finger from the form page that
contains ten fingerprints (five left and right thumbprints),
this process completed by the paint software then saved
in PNG format. Figure 5 shows the image of five right
thumbprints after segmenting stage.

Binarization and universe of discourse methods: The
RGB images of fingerprint have some disadvantages of
which the time-consuming where the system takes great
time 1n process and analysis, especially, in the system of
recogmition. Another disadvantage 1s the large storage
space m the memory. So, we applied two methods, first,
the binarization method to convert the RGB images into
binary image also attempts to reduce all the random
sensor noise and ink stains that may exist after the
scanmning process (Abbood and Sulong, 2014; Conti ef af.,
2002; Otsu, 1979, Abdalkafor, 2017, 2018). The second
method, the umverse of discourse method to take the
shortest universe encloses the image and delete the other
parts which do not affect any part of the fingerprint image
(Blumenstein et al., 2003; Dileep, 2012). By these two
methods, we were able to mimmize the disadvantage of
RGB images. Figure 6 showed the binarization and
universe of discourse on the same five right thumbprints
in Fig. 6.

(d) C}

Fig. 6: Binarization and umverse of discourse methods
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Table 1: Statistics of our database

Variables Values
Number of writers 170
Left folder 850
Right folder 850
MNurmber of images 1700
Training sets 1360
Testing set 340
Type of image (PNG)

RESULTS AND DISCUSSION

After completely the segmenting stage, binarization
and umverse of discourse methods, these ten fingerprint
images put in two separate folders. The first folder
contains a five right thumbprints and five left thumbprints
mn second folder. Since, each fingerprint was printed 5
times for right and left thumbprints by 170 participated
and the overall is 1700 images. In our database each folder
1s separated mnto 80% for traiming and 20% for testing. The
statistics of our database are shown in Table 1.

CONCLUSION

This study presented a collect database of
fingerprints by mk-on paper technique. It is collected from
170 participants filled a form that have the five left and
right thumbs of fingerprints. The 1700 finger images have
been segmented and applied some suitable preprocessing
operations via. binarization and universe of discourse
methods to overcome some RGB images disadvantages
and the noise that may existing after the scammung
process. This database designed for training and testing
set the fingerprint recognition systems to match as well as
to biometric identification.

RECOMMENDATIONS

For further research, we recommended increasing the
sample size of a database through its distribution to the
segments of society including universities as well as the
schools to obtain more accurate recognition system.
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