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Abstract: The objective of this study to investigate the environmental factors that influence Iraqi intelligence
community in context of electronic information sharing. This study serve vision of restructure the intelligence
products to facing current challenges for counterterrorism. Data collected through survey method from Iragi
mtelligence commumity to validate the selected factors.Thus, this study proposes the environmental factors
based on case study through two stage; the first stage we identified the policies and political constraint as an
environmental factors. The second stage represented by empirical testing within Traqi intelligence community,
it was found the policies had a positive effect on the degree of electronic information sharing while political
constraint had no effect on the degree of electronic information sharing. This study reported herein should be
of mterest to both practitioners and academics who are deal with electronic mformation sharing, in general and

intelligence agencies collaborative, in particular.
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INTRODUCTION

The terrorist attack on September 11 was not
prevented because of the failure to share mformation
among US intelligence commumties. The fast growth
of terrorism attacks (ie., November 2015 Paris
attacks, 2016 Brussels attacks and Traq football
stadium attacks 2016, etc). Make warming for decision
makers need for enhancing of intelligence products as
1dentified a one of major points of failure leading to these
horrific events.

Recently, intelligence has become one of the most
widely used groups of antibacterial agents and has
been extensively used for decades to counterterrorism
(Carter and Carter, 2009). Moreover, the issue of terror has
been a controversial and much disputed subject within
the field of counterterrorism to find best ways for stop
terrorist.

One of the most significant current discussions in
order to create a good cooperation is by having
coordination between all the mtelligence agencies and
the security agencies through information sharing
(Farroha, et al, 2009, Dahl, 2010). Many study done
within intelligence filed in context to develop mformation
sharing concept but hmited study focus on factors
investigation to develop information sharing model
(Raghu and Chen, 2007, Lewandowski and Carter, 2014).

One way suggested to develop mformation sharing is an
Electronic Information Sharing (EIS), referring to exchange
data in digital way to reduce the conflict in traditional way
(Akbulut-Bailey, 2011).

Quantitative method used m this study to develop
context in specific case study, it is typically applied to
answer cuestions about the relationship between
calculated variables in order to explain the phenomenon
in-depth (Leedy and Ormrod, 2005). This research is
going to use a quantitative method to define and explain
new variables that may be useful in developing a better
framework for increase electronic information sharing
between Iraqi’s mtelligence headquarter and Iraqgi’s
intelligence  departments who they deals with
counterterrorism.

Deferent case study have a deferent requirements
and recogmzed with deferent factors m order to develop
electronic information sharing model (Bigdeli et al., 2013;
Fan et al., 2014). Traq identified one of the worst case in
context of terrorist attacks with weak of mtelligence’s
products develop. The outcome of this study to find the
influence environmental factors through investigation in
Traqi intelligence, hence as a study directions for develop
EIS model.

Critical review on information sharing with intelligence
field: In-depth analysis of the prevailing literature on the
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topic, Tt is important to emphasize however that the
complexity of terrorism combined with the unique
attributes of individual groups makes it nearly impossible
to capture the explanatory characteristics of the
phenomenon in a single model (Gaibulloev and Sandler,
2009; 2011). In the wake of the 9/11 aftacks, terrorism
grew rapidly, revealing an incomprehensible failure of
governments to develop and implement an effective
strategy for counterterrorism. Soon after 9/11 it became
clear that there had been poor information-sharing within
and between all levels and branches of the intelligence
commumnty (Regan and Monahany, 2014; Kean ef al,
2004). It was painfully evident that current information
systems and processes were simply inadequate to deal
with threats of this nature (Kean et al., 2004; Popp et al.,
2005). It was also evident that if a diverse array of raw
information was collected by different intelligence and law
enforcement agencies, a mechanism for data sharing that
would lead to the data’s mtegration and analysis would
be essential. Only in that way would the data become
meaningful and valuable to agency personnel responsible
for making effective use of it. Recent developments in
terrorist attacks have heightened the need for technology
use (Chen et al, 2009, Palen et al., 2009, Schneider and
Hurst, 2008; Huang and Nicol, 2013; Regan and
Monahany, 2014; Ali et al., 2015).

Specifically, there have been many studies
concerning the tracking of mtelligence problems in the
context of information sharing but all suffer from several
major drawbacks and a critical review of the literature
indicates that academic research on mformation sharing
among mtelligence community 1s limited. After 11 Sep,
started attention for pressing need to develop models
and techmques based technology ito various
intelligence products in the context of how information is
mtegrated and shared (Chen et al., 2004; Kean et al., 2004,
Halchin, 2004). According to Relyea (2004) Schneider
and Hurst (2008), initiatives to increase the sharing of
mformation to fight terrorism are not well coordinated, it
lead to lack of effective integration increases the risk that
agencies will overlook or never even receive, information
needed to prevent a terrorist attack. Thuraisingham (2008)
was argues for the need to develop policies for
accounttability, risk analysis studies, enhanced web
services and infrastructures such as data grids. Agencies
responsible for counterterrorism should also investigate
additional technologies such as collaborative services,
social network analysis, surveillance data sharing, digital
identity ~ management, metadata extraction and
management as  policies improve
mtelligenceproducts. Growing needed to align technology
development with the term mformation-sharing needs of

as  well for
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the Intelligence Community (IC). Policy and governance
should support the information-sharing goals of the
community and keeps pace with emerging technology and
architectures (Farrcha ef al., 2009). There 1s more study
needed to analyze and addressed the influence factors for
developinformation sharing in the intelligence field with
context of geographic region has an mfluence on
information sharing and information sharing across
geographical differences is an initial step (Carter and
Carter, 2009, Lew et al., 2014). Variety of organizational
sttucture within kinds of orgamzations; degree of
automation, organizational structure, culture and the
politics are in intelligence from other organizations
(Zhang and Dawes, 2006).

The study focused on the policies and political
constramts as anenvironmental factors of electrome
information sharing among Iraqi Intelligence community.
Found out that a policy approaches and political
constramts, should be implemented to facilitate electronic
information sharing (Akbulut-Bailey, 2011 ; Bigdeli ef af.,
2013).

Formulation of hypotheses: The step begin by
investigating literature to explain the employed factors
within environmental layer related to proposed electronic
information sharing among Traqi Intelligence agencies.
Figure 1 descripted the formulation of relationship to test
the effectve factors with concept of electronic
information sharing in this study.

Environmental layer: Most of developers to the model
envisioned were accounted poorly for the environmental
conditions and organisational context of software
development. The individual models usually differ in their
representation of factors such as the application system’s
external behaviour, the environmental context in which it
will operate or be the most appropriate computational
model. Much early activity on a project involved learning
about 1its enviwonment and coordinating the
understanding of an application and its environment
required constant communication between customers and
developers. This layer refers to the characteristics of the
envirorment in which the agency operates. For mstance,

Political Constrains|

Fig. 1: The formulation of relationship
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research has shown that the influence of the external
environment such as the social and relational context as
well as the regulatory context cannot be ignored
(O’ Callaghan et al., 1992). Moreover, information sharing
among intelligence departments is directly affected by the
external environment in which the authority operates
(Akbulut ef af. 2009, Ryan et al., 2008). This also depends
on the literature of environmental layer which contams
external material that the central and local governments
have agreed is needed to support the development of
mformation sharing. The material laws,
policies/legal framework, political, economic, culture,
critical mass, power, threats to programmer integrity and
sharing  (interagency
agreements, information sharing procedures and general
legislative authority; (Fan et af., 2014; Jing ef al., 2009,
Lee and Rao, 2007; Bigdeli ez al. 2011; Fillottrani and Elsa
Estevez, 2001; Pardo et of.,, 2004; Bigdeli ez al, 2013;
Akbulut et al, 2009). There 13 a need to study
environment from different dimensions for developmg
and demonstrating new technologies for homeland
security, as
engineering talent with a deep understanding of the
various operational and technical i1ssues associated with

homeland security projects (Relyea, 2004). In this study,

the environmental layer consists of a variety of factors

includes

rules to guide information

this would maintain a scientific and

which can act as catalysts for or constraints on
mtelligence departments’ decisions to share mformation
in an electronic manner. Based on academic literature in
the context of information sharing and the opinion of the
experts m mtelligence field, the factors were selected to be
employed in environmental layer, namely policies and
political constraints.

Policies: Policies and legislations refer to the existence of
clear legal norm, regulation, or organisational procedures,
formal process for carrying out organisational tasks. Any
government activities have to comply with legal and
admimstrative policies (Jing and Pengzhu, 2009).
Furthermore, different countries have different policies in
this context. Recent day, data and information needed by
policy malkers to make better decisions and solve
complicated problems are available but inaccessible.
Besides, different countries have different policies 1 this
context and content and standards of electronic
information sharing among government agencies based
on formal policies and regulations (Zheng et al., 2009).
The set up for various policies for nformation sharng
should meet with requirements of organisations
(Fan et al, 2014). The policy defines the rights of
government agencies to
mnformation and helps in trust building, risk reduction and

collect and disseminate
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even compulsory enforcement in information sharing
projects (Bellamy et al., 2007; Fillottrani and Elsa Estevez,
2010). For instance, agencies may easily abort the
sharing with certain excuses, although the information can
be shared to some extent when the law is untried
(Chang et al., 2009). The established legal and policy
regulations regarding information sharing can also
facilitate departmental participation, reduce nisk, increase
trust and make necessary financial funding and resources
to make the initiatives of information sharing sustainable
(Kamal et al., 2012; Gil-Garcia et al., 2007, 2009). Other
than that, it provides policies, governance information or
applicable laws that will affect the implementation of the
information sharing in intelligence field (Akbulut et al.,
2009). Each fusion centre sets its policies to best meet the
needs of the agencies it supports (Krizan, 1999). Through
the interview, focus group and observation, it has been
recognized that the process is still in its early stages and
the policies are not well documented in the Iraqi
intelligence. There 1s still lack of a umfied national
architecture and no formal laws defining the information
sharing. In Traq, the general directorate for policy and
requiremnents has limited capability to generate relevant
and applicable defense policies and plans (DoD, 2009).
Tragi government projects require new policies and laws
to support agency employers because the policies and
laws can merease authority and trust between the staff of
agencies. Apart from that rules or laws that can protect
the staff when they intend to share electronic information
are inexistent. Thus, the current study considers policies
and laws as important factors that provide additional
support for mtelligence commumity departments’ members
when they electronically share information. Hence, it
could conceivably be hypothesised that:

»  H; Policy will have a positive effect on participation
in electronic information sharing between intelligence
departments and intelligence headquarter

Political constraints: The previous studies have focused
on either technological or political and organisational
aspects of information sharing in organisations, rather
than having a holistic socio-technical perspective
(Bigdels, 2012). Researchers pomted out that the
challenges of political and organisational aspects are
more complex when compared with the technological
challenge 1n projects (Akbulut et al, 2009, Atabakhsh
et al., 2004, Brazelton et al, 2003; Landsbergen and
Wolken, 1998). This factor refers to the influences of
Central Government on decision-making processes of
local authorities. This pressure also mfluences the
design, 1implementation adoption of

and Inter
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Organisational projects (Fedorowicz et al, 2007).
Developing projects according to government
orgamisation needs  attention for political and
bureaucratic theories. The political environment of
government agencies also exerts strong institutional and
situational  influences on  information  projects.
According to Kumar and Ven Dissel (1996), the
soclo-political view should be incorporated n the analysis
of information projects, in addition to technological and
rational/economical perspectives. Government agencies
have concerns to pelitical 1ssues which may lead to
limited of Imtiative electromic mformation sharing.
Moreover, political issues were identified as one of the
key environmental factors influencing the G2G information
sharing and e-services projects (Heeks, 2006, Jing and
Pengzhu, 2009, 2007, Zheng et al., 2009). Dawes (1996)
can classify benefits of information-sharing projects into
three categories, namely technical, organisational and
political. He also recogmises the benefits of political
(supports  domain-level action, 1improves public
accountability and fosters programs and service
coordination) and barriers of political (external influences
over decision making, power of agency discretion and
primacy of programs information). Additionally, the
political pressure is one of barriers which could limit the
attainment of benefits or completely derails an
mformation-sharing project (Gil-Garcia et al, 2007).
However, different countries have different types of
government agencies. The politics is one of factors that
is different in the Eastern countries as compared to the
Western countries. Most Western researchers have
studied the challenges of information sharing between
federal and state governments, or between state and local
governments; and protection of political benefits 1s the
one of the hardest obstacles in G2G information sharing.
Due to perceived fear of losing political power to others,
government agencies may be unwilling to share their
information (Fan et al., 2014). At a macro level, political
1ssues influenced the Inter Orgamisational
relationship, while having criticised the political
constraints to share information would not be sufficient
to provide a response to a broad range of circumstances,
especially with the rapid pace of technological change
(Bigdel et al, 2011). Smce, most governmental activities
are identified and funded through formal legislations and
policies, a consideration on bureaucratic and political
factors 1s required. with different objectives, values and
political backgrounds which are involved in the same
project (Bigdeli ez al, 2013). According to Davies and
Mitchell (1994), based on a postmodernism view of power,
politics and knowledge, IT can be utilised in political
maneuvering and an existing power structure in

have
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organisations can determine the final manifestation of
information projects. At least in theory, fusion centres
thrive upon the production and exchange of data and the
sorting of individuals based on their assigned risk
However, political pressure plays a big role with fusion
centres that has the potential to also do much more than
this (Monahan and Palmer, 2009, Monahan, 2011). In Iraq,
decisions makers are very sensitive when 1t comes to
political issues and pressures; furthermore government
projects have to come first with political decisions (Jones,
2007; DoD, 2009, 2010). For mstance, most of the political
leaders in Iraq have no mterest in ICT which may be due
to lack of awareness and knowledge on how to use ICT
services. Due to this reason, there is a need to develop
and increase the awareness on leaders and political
decision makers through traimng courses. Hence, the
above literature provides sufficient reasons for
considering political constraints as an influential factor for
EIS participation in intelligence communities which could
concelvably be hypothesised as:

s H, Political constraints will have a negative effect on
participation m electronic nformation sharing
between mtelligence departments and intelligence
headquarter

MATERIALS AND METHODS

This research conducted an exploratory case study
of an intelligence community electronic information
sharing imtiative to discover the environmental factors
influencing intelligence agencies electronic mformation
sharing. Tt is identified several technological usages as a
depending variables and environmental factors that affect
electronic information sharing by intelligence agencies.
However, these factors were captured using qualitative
methods. Given the relative lack of accumulated
knowledge about the subject, utilizing qualitative methods
was an appropriate choice. Regardless, the interpretive
understanding gained through this study needs to be
confirmed and validated through quantitative approaches.
Therefore, the use of the swvey method is more
appropriate for justifying whether these factors influence
intelligence agency information sharing (Akbulut ef af.,
2009, Akbulut-Bailey, 2011).

This research is going to use a quantitative method
to define and explain new variables that may be useful in
developing a better framework for increasing electronic
information sharing between the Tragi intelligence
headquarter and the country’s intelligence departments
who deal with counterterrorism. The questionnaire
depends on the survey that studies the effect of factors
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in each of the environmental layer. The reason behind
using questionnaires in this study was that the
questionnaires allow the anonymity of the respondents
which may be particularly valuable when potentially
sensitive topics are investigated (Brown et al., 1999). The
quantitative research method has the ability to define the
benefit of population by generalismg the outcomes
(Westerman, 2006; Upjohn et al., 2013). This methodis
typically applied to answer questions about the
relationship between calculated variables in order to
explain the phenomenon m-depth (Leedy and Ormrod,
2005). Based on tlis study, questionnawre was
employed to test the proposed research hypotheses
(Ouma, 2014).

Questionnaire form of this study was adopted from
different pervious mstruments and various studies in
various fields and dealt with EIS concepts, these
mstruments were 1n the English language. The adaptation
combmed various mstruments and items to measure
studied factors, adopted instrument items were modified,
refined, reworded or certain words were added to ensure
that the instruments were applicable for use in the context
of study population (intelligence and counterterrorism
keywords). Thus, the questionnaire was translated to the
Arabic language on behalf of the legal translation
languages office in Traq called Nihad center to enhance
the quality of answers. This 1s usually done by ensuring
that the language 1s easily understood by respondents,
that words with a similar meaning or purpose are replaced
and that questions mvolving general knowledge and
words sensitive to respondents are excluded (Zhu and
Kraemer, 2005).The policies factor have four measurement
items in instrument, these items developed from
(Akbulut-Bailey 2011; Lee and Rao, 2007; Mohammed
et al., 2015) while the political constranints developed
from (Dawes, 1996; Bigdeli et al., 2013; Bigdeli et al.,
2011 Pardo et al., 2004), the previous research concerned
in TS.5 level of Likert scale techniques was used to
measures the factor regard this study (the Likert Scale
values started from 1 = strongly disagree and ended with
5 = strongly agree).

There were two factors of choosing the study
population. The selected target for population was based
on job type and region as the job type focused on any
employees working under the control of intelligence or
counterterrorism in Baghdad which 1s the capital of Iraq.
Population size for this study is 5,000 members working in
whole Baghdad, recognised through interview with the
financial department m the intelligence headquarter.
According to the survey, paper based survey was
distributed fifty percent more than the projected sample
size. In order to increase the response rate and to achieve
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the target actual sample size (the total distributed number
of swvey document was 500) (Ness, 2005), the work
duration for both distributed and collected nstruments
went on continuously for 4 months starting from April
2015-August 2015. The total result of collected data was
418 survey documents then was divided into 76 collected
through online survey and 342 collected from paper base.
The 52 survey documents were eliminated because the
survey was filled up incorrectly by respondents. The
total net swvey documents was 366 which was ready
for data analysis using SPSS 21 Software (Krejcie and
Morgan, 1970, Given and Olson, 2003).

RESULTS AND DISCUSSION

In this study, we conducted a linear regression to
find the effective of mdependent variables to depended
variables started the analysis by reliability for items of
each factors to ensure the items collectively measured
their intended construct consistently (Gefen et of,
2000). Cronbach’s alpha was employedto test the
reliability (Straub ef al., 2004). The reliability examined in
three stages according to this reserch: 1st in pilot study,
2nd after data collection and 3rd after data analysed. in all
stages factors reliability achieved lower standard limit of
reliability (0.70). Convergent validity was also assessed
at the individual item and construct levels by examining
the mdividual item loadings through factor loading
(Akbulut-Bailey, 2011). As shown m Table 1, reliability
and adequate loadings.

This study determined the effects of TVs on DVs by
employing the liner regression method, to test the
hypotheses of this study. The liner regression conducted
among two variables in the way that the effects of other
related variables are discarded. Fothermore, we used the
control varable technique (between the DV with the
demographic) with the single regression to find the pure
relationships between DV and TVs. Through oneway
ANOVA we recognized age had a significant effect on
the dependent variable (Sig. = 0 .013, f = 3.668),
occupation had a significant effect on the dependent

Table 1:Reliability within three level and factors loading

Factor items Factor loading  Pilot Pre-test Post-test
Policy

Al 0.753 0.740 0.708 0.711
A2 0.842

A3 invers 0.904

Ad 0.832

AS invers 0.697

Political constraints

Bl 0.769 0.798 0.722 0.726
B2 0.822

B3 0.776
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variable (Sig. = 0.155, f = 1.7539), experience had a
significant effect on the dependent variable (Sig. = 0.007,
f = 4.081), work type had a sigmificant effect on the
dependent variable (Sig. = 0.053, f = 2.962) and position
had a sigmficant effect on the dependent variable
(Sig. = 0.004, f= 4.614). Thus, the linear regression run
through a principal components analysis on the variables
and found; Policy had a positive effect and supported the
factor of when to adopt the EIS model within some study
cases (Lee and Rao, 2007, Jing and Pengzhu, 2007,
Akbulut-Bailey, 201 1; Kamal et al,, 2012; Fan et al., 2014)
while Ouma found that policy had no effect on EIS. The
results of this factor stated in H; mdicated that the policy
factor within the intelligence field had positive effects on
the dependent variables of electromc wmformation
sharing. This result showed that policy could directly
mcrease the EIS between intelligence departments and
intelligence headquarter in Trag. The analysis revealed
that policy was positively and sigmficantly associated
with SEISP (¢ = 0.776, p<0.001) and it explained the
variance of (R’ = 0.626, p<0.001) 62.6% variation and
(Adjusted R* = 0.619, p<0.001). Therefore, the results
supported this hypothesis. According to this study, the
current policy that used to share the information in Iraqi
intelligence was not clear and confusing for the staff and
this policy was inherited from the culture of intelligence
work. It can be explained that there was no legislation to
regulate the process of information sharing between the
Iraqi ntelligence commumnities. As a result, the legal basis
was set out whether and how information can be shared
within any no clear given conditions. The findings of this
study indicated that the ITC did not and by itself cannot,
offer a sufficiently practical frame work for making
decisions about whether or not critical mformation can
be shared.

It can be argued that this 1ssue was more noticeable
when it came to sharing information through intelligence
departments, since its principles either did not cover or
were 1 contrast with the notion of EIS. Moreover, the

Table 3: Explain the barmriers and the recommendation based on this study

issues of policies were normally interpreted too restrictive
and over-cautiously by the departments as a result of
misunderstanding, familiarity and a lack of knowledge
about its provisions. In this study, policy was commonly
cited as a success reason for developing electronic
sharing information projects. Whlie the political
constraints had a positive effect and supported the factor
of when to adopt the EIS model within some study cases
(Dawes, 1996, Akbulut et al., 2009, Gil-Garciaet al., 2009),
while Bigdeli et al. (2011, 2013) acknowledged that this
factor had no high priority with the electronic information
sharing concept. The results for this factor as stated n H,
indicated that the political constraints factor within the
intelligence field had no effects on the dependent
variables  of electronic information sharing.  This
indicated that political constramts did not support EIS
between intelligence departments and intelligence
headquarter in Iraq. The analysis revealed that political
constraints was negative and not significantly associated
with SEISP (¢ = -0.060, p<0.001) and it explained its
variance of (R? = 0.04%, p<0.001) and 4.8% variation and
{Adjusted R = 0.032, p<0.001). Therefcre, the result did
not support this hypothesis. Tt can be explained that there
was a misunderstanding from the participants of this
study for the meaning of this factor. With political
distractions experienced by Iraq in this period, thus factor
had been a main influence to the head of departments
compared with other participants. According to the
findings of this case study, it was noted that the
participating departments within the Iraqi mtelligence did
not have the same level of attention by the central
government. With limited resources of the government, 1t
concentrated its efforts on specific departments,
especially the Counter terrorism unit with negligence to
some sections of the intelligence that might be useful
i the context of mnformation sharng shown in
Table 2 and 3.

Table 2: Summary for factors analysis results

Factors Mean SD R-correlation  t-value Sig.
Policy 33241 79924 0.783 -1.143 0.254
Constraints 1.8246 0.53220 -0.063 23.437 0.000

Factors Barriers Recommendations
Policies Not enough regulation to support electronic data exchange Encourage regulations that support the use of electronic information sharing
intelligence figures,particularly in regards information sharing Put clear technical and information guidance rules in place
Not enough dedication from members Put clear technical and information guidance rules in place.
Mot enough incentives, rewards, or penalties for mistakes Employ standardised policies for the use and distribution of
data and enforce these security rules
Ofter tormal guidance and riles for financial assistance
Political Not enough clear authority and leadership in the Gol Employ prototypes as a guide for the understanding oft he
Constraints  with a good awareness of the technology and its capabilities. functions, org anisational design,and development restrictions of the TTC,

Political turbulence and personal beliefs mean that progress is
hindered

in relation to EIS
Establish a team with the necessary tools, permissions and project
management skills
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CONCLUSION

The Iraqi mtelligence worked to promote functions,
products and thus 1mprove collaborating among
Intelligence agencies. In this study, we did investigation
within intelligence environmental layer based on Irag to
find out and determine what factors influence electronic
mnformation sharing between Iragi Intelligence commumty.
We identfied and slected polices and political constrints
as a environmental factors based on previous study and
experts selactionthis research found through empirical
data, the polices show have significant influence on
elctronic information sharing. IHowever, political
constrints have not been found to be significant.

There were some limitations to for this research.
Presently, the conditions n Iraq are not entirely healthy.
As such, many obstacles were confronted while carrying
out the swvey in the intelligence community. The
agencies that contributed to the case study were chosen
according to their location and random selection. In other
words, there is no way to know that if the agencies are a
good reflection of the others in the country. The sample
data was primarily collected during the same period and
thus it fails to reflect the specific circumstances in
different developmental phases when agencies participate
in the same elctronic information-sharing project.

Future  work should
mvestigating with other factors that been neglected by
this study might influence agency participation. there are

directions

many other hiden variables and topics that are relevant
here and they still need to be explored n future studies.
The factors investigating should integrates with develop
framework\model or theories to increase our awareness
and understanding of 103 application and EIS activities.
the findings can not generalize to other states and/or
types of mtelligence agencies. The 1ssue of
generalizability is best addressed through replication in
different contexts using complementary samples to
identify the boundary conditions of our findings. In this
respect, future research focusing on imtiatives in other
states and other types of intelligence agencies is clearly
needed.in the end should encourage scholars to focus on
doing more researches with all levels of mtelligence
(technologies, politics, financial, etc.) to cover the 1ssues
that prevent stop terrorist attacks.

RECOMMENDATIONS

In light of a thorough literature review, a full and
frank discussion on the case study results and the critical
response from scholars and experts, the following
suggestions for enhancing electronic information sharing,

consider
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within the context of the Traqi intelligence community,
have been raised. The influential variables referenced in
Table 2 have also been considered.
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